
Captiva Solutions excels at providing cybersecurity solutions and
training 
services to Government Agencies, Commercial Entities, and Individual 
Clients. 


We can help you comply with FISMA, DFARS, FedRAMP, and PCI 
requirements and get you ready for a CMMC or NERC CIP audit. 




We have over ten years of progressive hand-on experience enabling 
executives to recognize and address technology risks, thereby avoiding 
potential threats to critical data and infrastructure. 

� We are Department of Defense (DOD) partners in implementing the 
CMMC and were one of the first of just 20 organizations selected as a 
Licensed Partner Publisher (LPP) to develop CMMC training curriculae 
for use by the extensive network of DoD contractors that make up the 
Defense Industrial Base (DIB).�

� We provide cradle-to-grave solutions for cybersecurity assessments 
towards multiple regulations including FISMA, FedRAMP, HIPAA, DFARS, 
NERC CIP, and more.�

� We provide comprehensive cybersecurity training across every 
discipline instilling real skills.�

� We are a small firm able to pivot quickly in response to your needs�
� Our industry experts hold over 50 certifications and carry relevant 

security clearances.�
� We operate using a lean approach that allows us do more with less and 

constantly improve business processes.

� Cybersecurity Assessments and Audits based on NIST, CMMC, and CoBI�
� Critical Infrastructure Readiness Assessments towards NERC CI�
� Regulatory Compliance Assessments FISMA, FedRAMP, DFARS, HIPAA, and 

PCI�
� Cybersecurity Education, Training, and Workforce Developmen�
� Training Provider Services including Cybersecurity Curricula Developmen�
� Cloud Computing and Cloud Security Implementation�
� Cybersecurity Strategy and Roadmap Developmen�
� Cybersecurity Program Management

� EDWOSB/WOSB Established 2010�
� MDOT MBE/DBE/SBE�
� CAGE: 7CSA9 | DUNS: 96-542-0669�
� EIN: 27-3431744 | UEI: PK37U69H4CB6�
� Primary NAICS: 541512 | PSC: DA01�
� Credit and Purchase Cards Welcome�
� Services available under the MPT / SAT 

limit


COMPANY SNAPSHOT 

ISO9001:2015 Certified



EDWOSB/WOSB



Maryland MBE/DBE/SBE



CMMC/Cyber AB



Quality Management System




SBA, Economically Disadvantaged 
Woman Owned Small Business




Minority Business Enterprise / 
Disadvantaged Business Enterprise / 
Small Business Enterprise




Registered Provider Organization (RPO) 
/ Licensed Partner Publisher / Licensed 
Training Provider (LTP) / CMMC Third-
Party Assessment Organization 
(C3PAO) Candidate



Company Certifications:

Why Captiva?

Core Competencies:
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POC:       Eberechi Ugwu-Amole


Email:     eberechi@captivasolutions.com


Website: https://captivasolutions.com

Phone:     202-770-2120  |  Fax:  202-770-2121


Address:  8201 Corporate Drive, Ste 635, 

                 Landover,
MD 20785

CONTACT



� Certified CMMC Professional (CCP)�

� CMMC-Provisional Assessor (PA)�

� CMMC-Provisional Instructor (PI)�

� CMMC-Registered Practitioner (RP)�

� Project Management Professional (PMP)�

� Certified Information Systems Auditor 

(CISA)�

� Certified Information Systems Security 

Professional (CISSP)�

� Certified Ethical Hacker (CEH)


PROFESSIONAL CERTIFICATIONS



� Cybersecurity Fundamentals�

� CompTIA Network+ Certification�

� CompTIA Security+ Certification�

� EC-Council CEH Certification�

� (ISC)2 CAP Certification�

� (ISC)2 CISSP Certification�

� ISACA CISA Certification�

� ISACA CISM Certification�

� ISACA CRISC Certification�

� Certified CMMC Professional�

� Certified CMMC Assessor�

� Security Awareness Training


MPT/SAT ELIGIBLE TRAINING

Classes, Bootcamp or One-On-One 
Training for:


Sign up for our Brass Tacks 
newsletter:



https://captivasolutions.com

PAST PERFORMANCE

COMPANY LEADERSHIP


Eberechi Ugwu-Amole 


President & CEO


Eberechi@captivasolutions.com




Founded Captiva Solutions in August 2010. She 
received her MS in Information Assurance and 
specializes in cybersecurity assessments and 
professional development.




Babashola Amole


Managing Principal


Shola@captivasolutions.com 




Holds a BS in Technology Management, Top 
secret clearance, and specializes in Database 
Administration, coding methodologies, scripting 
and security engineering. 





Chris Haigh


Chief Technology Officer (CTO)


Chris@captivasolutions.com




Holds a BS in Engineering (Aeronautical & 
Astronautical), a JD, and  specializes in complex 
technology and governmental regulations.




U.S. Postal Service (USPS)


Successfully supported the USPS and CIGIE Security Program 
performing
FedRAMP/NIST SP800-53 assessments of controls 
and technologies for
newly created cloud applications, 
components, and systems.

U.S. Census Bureau (USCB)


For two years, successfully provided Cybersecurity Program 
Management, FISMA Security Assessments and Engineering 
support towards the
integration of security engineering and 
management processes for the
2020 Census Project valued at 
over $1.2B.



N-ovation Technology Group (NTG)


Provided successful services towards the organization's CMMC 
Level 3
goals. Project was a 4-month FFP contract to provide a 
Governance, Risk, and Compliance (GRC) framework that aligns 
with the Cybersecurity Maturity Model Certification (CMMC) 
Model over the integration of
security controls.



General Services Administration (GSA)


Successfully provided, for contract duration, Cybersecurity 
Program
Management, Compliance Reporting, and Cybersecurity 
Assessment
support to GSA for their IAAS cloud implementations 
using the NIST Risk Management Framework and FedRAMP 
process.


Captiva Solutions accepts government 
procurement cards for training services. 
The Federal Acquisition
Circular (FAC) 
2005-97 2.101(b)(3) allows the use of

micro-purchase threshold (MPT) services 
to “facilitate
defense against or recovery 
from cyber… attack”
and 41 U.S.C. 134 
allows the same under the simplified 
acquisition threshold (SAT), which FAC 
2005-97 13.003 sets aside as reserved, 
“exclusively for small business 
concerns.”



CONTRACT OPTIONS


